
Where can I find more information about security on AWS? 

 

https://aws.amazon.com/security/ 

Cloud Security, Identity, and Compliance Products – Amazon Web Services (AWS) 
 

Amazon’s customer/AWS shared responsibility model also extends to IT controls. Just as the 

responsibility to operate the IT environment is shared between AWS and its customers, so is the 

management, operation, and verification of IT controls shared. AWS can help relieve customer burden 

of operating controls by managing those controls associated with the physical infrastructure deployed in 

the AWS environment that the customer may have previously managed. As every customer is deployed 

differently in AWS, customers can take advantage of shifting management of certain IT controls to AWS 

which results in a (new) distributed control environment. Customers can then use the AWS control and 

compliance documentation available to them to perform their control evaluation and verification 

procedures as required. Below are examples of controls that are managed by AWS, AWS Customers 

and/or both. 

Customers will inherit the Security Controls employed by AWS.  Additional information can be found at 

the following URLs: https://aws.amazon.com/security/ and 

https://aws.amazon.com/compliance/shared-responsibility-model/  

Details of many AWS and third party certifications and accreditations are available for access via AWS 

Artifact  (https://aws.amazon.com/artifact).  
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